
 

 

 

Authorised by:  Principal / Manager People and Culture Doc No:  PC 011 
version No. 2.0 version Date January 2020 Next Review January 2022 Page 1 of 3 
All printed copies are UNCONTROLLED unless marked otherwise 

 

 

 

 

PEDARE CHRISTIAN COLLEGE  
PRIVACY POLICY 

 
1. OBJECTIVES 

Pedare Christian College (PCC) has a firm commitment to privacy. The College is subject to the Privacy Act 1998 (Cth) and the purpose of 
this Policy is to detail how the College complies with the Privacy Act and the Australian Privacy Principles. 

 
INTRODUCTION 

This policy describes: 

¶ The types of personal information the College collects 

¶ How the College holds information 

¶ Who the information is collected from 

¶ The purpose for which the information is collected, held, used and disclosed 

¶ How a person can access information about themselves 

¶ How a person can make an enquiry, raise a concern, make a complaint 

¶ How a complaint or enquiry is handled by the College 

¶ Whether there is likely to be a disclosure of personal information to any overseas recipients 
 

2. DEFINITIONS 

Workers:   Management, Teachers, Student Teachers, General Staff, Coaches, Umpires, Volunteers of PCC, Contractors, Sub-Contractors. 

College: Pedare Christian College Inc. 

AISSA: Association of Independent Schools SA 

3. PROCEDURES 

Collection of Personal Information 
 
The College will collect information via many means and the type of information depends on the role of the person in their relationship 
with the College. 
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Storage and Security of Information 

Personal information is stored in a number of ways: 

¶ On databases 

¶ Hard copy files 

¶ Personal devices, including laptop computers, android devices, ipads and mobile phones 

¶ On electronic backup and archival systems 
 

The security of personal information is taken very seriously by the College and reasonable steps are taken to ensure the information is 
secure. Unauthorised access, loss, modification or disclosure is controlled by the following: 

¶ Restricting access to information contained on databases on a need to know basis 

¶ Ensuring workers are aware they are not to reveal or share any information of a personal or sensitive nature 

¶ Implementing policies and procedures in relation to confidentiality to ensure correct protocols are followed when handling 
personal information 

¶ All workers sign a Code of Conduct, with stepped consequences as per the PCC Enterprise Agreement for breaches of the Code 

¶ Hard copy files are kept in lockable filing cabinets in non-public access areas 

¶ Staff employment files are kept in a lockable filing cabinet in an office with a restricted access key 

¶ Security around the College perimeter is aimed at preventing damage or break-ins 

¶ Implementation of ICT security systems, policies and procedures designed to protect personal information stored on devices 
across the College 

¶ Undertaking due diligence in relation to third party providers who may have access to personal information, including cloud 
computing or email service providers to ensure they are aware of and compliant with the Australian Privacy Principles or similar. 

Information which the College is required, by law to keep, is archived and stored in a locked archive facility with restricted access, for 
the period of time the College is required to keep it. Electronic data held by the College is kept in a number of secure locations both 
on and offsite and is accessible by the Principal or delegate. The College supports and follows the Association of Independent Schools 
SA (AISSA) policy regarding the storage and retention of information. 

Information held by the College which is no longer required is destroyed in a secure manner, deleted or de-identified as appropriate. 

The College does not share personal information with other websites which may access the College website. The College is not 
responsible for the privacy practices of these websites. 
 
How to gain access to personal information held by the College 

An individual may contact the College to advise of changes to personal information or to access personal information. At least 48 
business hours’ notice must be given and an appointment arranged to access information. 
 
Complaints 

Should an individual wish to make a complaint about a breach by the College of any of the Australian Privacy Principles, they may do 
so by addressing an email or letter to the College Principal. The College will respond to a complaint within 30 days but may need to 
seek further information from the complainant to enable a full response to be made. 

 

 

4. RELATED DOCUMENTS 

 
¶ Pedare Christian College Enterprise Agreement 

¶ PC 004  Code of Conduct 

¶ IT 002  ICT Acceptable Use Policy for Staff 

 
 

¶ IT 004  ICT Acceptable Use Policy for Students 

¶ IT 008  BYOD Policy

 


